
Fiserv, Sundance State Bank’s software provider, will be disabling TLS 1.0 and 1.1 browser 
security features in a phased approach across their organization. 

The disabling of TLS 1.0 and 1.1 is occurring so that they can maintain the highest standards for 
data security and to align with the payment card industry data security standards (PCI DSS) and 
industry best practices. 

As Sundance State Bank enhances its’ security to align with industry requirements, our users 
and customers will need to verify if their operating systems (OS) or browsers support TLS 1.2 
and upgrade if necessary. 
 
Note: If the affected users do not have a compatible OS version or browser after Fiserv disables 
TLS 1.0 and TLS 1.1, they will get a connection error when attempting to access Fiserv 
solutions. 
 
CHECK your TLS settings here:  https://www.howsmyssl.com  
 
How to turn on TLS 1.2 -> https://knowledge.geotrust.com/support/knowledge-
base/index?page=content&id=INFO3299&pmv=print&actp=PRINT  
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